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	Requirements

- The TFT IE shall be sent not only when a TFT Operation needs to be carried out, but also when Binding Information needs to be sent. Therefore, the semantics of TFT IE need to be extended.

- It should be possible to carry in TFT IE the information already defined (e.g. a packet filter list) plus the Binding Information.

- It should be possible to carry in TFT IE only the Binding Information. In this case, no TFT operation shall be performed by the receiver.

- Backwards compatibility: A pre-Rel5 receiver shall ignore the Binding Information, if it is received in the TFT IE. For this purpose, the “Number of packet filters” should not take into account the Binding Information.

Explanation of a receiver’s behavior:

1) A TFT IE is received, which carries only the Binding Information, i.e. no packet filter operation is required.

In this case:

“Number of packet filters” = 0, 

“TFT Operation” = ‘No TFT operation’ and

E bit = 1.

For a legacy receiver, this TFT IE is sentactically incorrect because the ‘No TFT operation’ code point is reserved. Therefore, the receiver will treat this IE as not present (see NOTE below). A Rel5 receiver will identify that this TFT IE is not associated with a packet filter operation and it will also identify that an Extra Parameters List is included.

2) A TFT IE is received, which carries a packet filter list and the Binding Information.

In this case:

“Number of packet filters” > 0

“TFT Operation” = ‘Create new TFT’ or ‘Add packet filters in existing TFT’ or ‘Replace packet filters in existing TFT’ or ‘Delete packet filters from existing TFT’

E bit = 1

A legacy receiver will perform the requested TFT operation on the included “Number of packet filters”. A Rel5 receiver will also include the requested TFT operation on the included “Number of packet filter” and, in addition, it will read the Extra Parameters List.

3) A TFT IE is received, which carries the Binding Information and a request to delete all the packet filters from the existing TFT.

In this case:

“Number of packet filters” = 0

“TFT Operation” = ‘Delete existing TFT’

E bit = 1

A legacy receiver will delete all the packet filters. A Rel5 receiver will also delete all the packet filters and, in addition, it will read the Extra Parameters List.

NOTE: It is noted that, when a pre-Rel5 GGSN receives a TFT IE with the new defined TFT Operation code, it will treat the IE as not present (since this is a syntactically incorrect optional IE). This handling is derived by the following two sections of TS 24.008: 

TS 24.008 sec. 8.1:

An IE is defined to be syntactically incorrect in a message if it contains at least one value defined as "reserved" in clause 10, or if its value part violates rules of clause 10.

TS 24.008 sec. 8.7.1:

The MS shall treat all optional IEs that are syntactically incorrect in a message as not present in the message.

The network shall take the same approach.


FIRST MODIFICATION

9.5.4
Activate Secondary PDP Context Request

This message is sent by the MS to the network to request activation of an additional PDP context associated with the same PDP address and APN as an already active PDP context. See Table 9.5.4/3GPP TS 24.008.

Message type:

activate SECONDARY PDP context REQUEST
Significance:

global

Direction:


MS to network

Table 9.5.4/3GPP TS 24.008: Activate SECONDARY PDP context request message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Protocol discriminator
	Protocol discriminator

10.2
	M
	V
	½

	
	Transaction identifier


	Transaction identifier

10.3.2
	M
	V
	½– 3/2

	
	Activate secondary PDP context request message identity
	Message type

10.4
	M
	V
	1

	
	Requested NSAPI
	Network service access point identifier 

10.5.6.2
	M
	V
	1

	
	Requested LLC SAPI
	LLC service access point identifier 10.5.6.9
	M
	V
	1

	
	Requested QoS
	Quality of service 

10.5.6.5
	M
	LV
	12

	
	Linked TI
	Linked TI

10.5.6.7
	M
	LV
	2-3

	36
	TFT
	Traffic Flow Template

10.5.6.12
	O
	TLV
	3-257


9.5.4.1
TFT

This IE shall be included if a linked PDP context without TFT has already been activated.
NEXT MODIFICATION

9.5.10
Modify PDP context request (MS to network direction)

This message is sent by the MS to the network to request modification of an active PDP context. See table 9.5.10/3GPP TS 24.008.

Message type:
modify PDP context request (MS TO network direction)
Significance:

global

Direction:


MS to network

Table 9.5.10/3GPP TS 24.008: modify PDP context request (MS to network direction) message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Protocol discriminator
	Protocol discriminator

10.2
	M
	V
	1/2

	
	Transaction identifier
	Transaction identifier

10.3.2
	M
	V
	1/2– 3/2

	
	Modify PDP context request message identity
	Message type

10.4
	M
	V
	1

	32
	Requested LLC SAPI
	LLC service access point identifier 10.5.6.9
	O
	TV
	2

	30
	Requested new QoS
	Quality of service

10.5.6.5
	O
	TLV
	13

	31
	New TFT
	Traffic Flow Template

10.5.6.12
	O
	TLV
	3-257


9.5.10.1
Requested LLC SAPI

This IE may be included in the message to request a new LLC SAPI if a new QoS is requested.

9.5.10.2
Requested new QoS

This IE may be included in the message to request a modification of the QoS.

9.5.10.3
New TFT

This IE may be included in the message to request a new TFT or modification of an existing TFT or transfer extra parameters to the network (e.g. the Binding Information, see 3GPP TS 24.228).

NEXT MODIFICATION

10.5.6.12
Traffic Flow Template 

The purpose of the traffic flow template information element is to specify the TFT parameters and operations for a PDP context. In addition, this information element may be used to transfer extra parameters to the network (e.g. the Binding Information, see 3GPP TS 24.228).
The traffic flow template is a type 4 information element with a minimum length of 3 octets.  The maximum length for the IE is 257 octets.
NOTE:
The IE length restriction is due to the maximum length that can be encoded in a single length octet.

NOTE: 
A maximum size IPv4 packet filter can be 32 bytes. Therefore, 7 maximum size IPv4 type packet filters, plus the last packet filter which can contain max 30 octets can fit into one TFT, i.e. if needed not all packet filter components can be defined into one message. A maximum size Ipv6 packet filter can be 60 bytes. Therefore, only 4 maximum size IPv6 packet filters can fit into one TFT. However, using "Add packet filters to existing TFT", it's possible to create a TFT including 8 maximum size Ipv4 or IPv6 filters.  

The traffic flow template information element is coded as shown in Figure 10.5.144/3GPP TS 24.008 and Table 10.5.162/3GPP TS 24.008.

	
	8
7
6
5
4
3
2
1
	

	
	Traffic flow template IEI
	Octet 1

	
	Length of traffic flow template IE
	Octet 2

	
	TFT operation code
	
E bit
	Number of packet filters
	Octet 3

	
	Packet filter list 


	Octet 4

Octet z

	
	Parameters list


	Octet z+1

Octet v


Figure 10.5.144/3GPP TS 24.008: Traffic flow template information element

	
	8
7
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5
4
3
2
1
	

	
	Packet filter identifier 1
	Octet 4

	
	Packet filter identifier 2
	Octet 5

	
	…
	

	
	Packet filter identifier N
	Octet N+3


Figure 10.5.144a/3GPP TS 24.008: Packet filter list when the TFT operation is "delete packet filters from existing TFT" (z=N+3)

	
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	Packet filter identifier 1
	Octet 4

	
	Packet filter evaluation precedence 1
	Octet 5

	
	Length of Packet filter contents 1
	Octet 6

	
	Packet filter contents 1
	Octet 7

Octet m

	
	Packet filter identifier 2
	Octet m+1

	
	Packet filter evaluation precedence 2
	Octet m+2

	
	Length of Packet filter contents 2
	Octet m+3

	
	Packet filter contents 2
	Octet m+4

Octet n

	
	…
	Octet n+1

Octet y

	
	Packet filter identifier N
	Octet y+1

	
	Packet filter evaluation precedence N
	Octet y+2

	
	Length of Packet filter contents N
	Octet y+3

	
	Packet filter contents N
	Octet y+4

Octet z


Figure 10.5.144b/3GPP TS 24.008: Packet filter list when the TFT operation is "create new TFT", or "add packet filters to existing TFT" or "replace packet filters in existing TFT"
	
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	Parameter identifier 1
	Octet z+1

	
	Length of Parameter contents 1
	Octet z+2

	
	Parameter contents 1
	Octet z+3

Octet k

	
	Parameter identifier 2
	Octet k+1

	
	Length of Parameter contents 2
	Octet k+2

	
	Parameter contents 2
	Octet k+3

Octet p

	
	…
	Octet p+1

Octet q

	
	Parameter identifier N
	Octet q+1

	
	Length of Parameter contents N
	Octet q+2

	
	Parameter contents N
	Octet q+3

Octet v


Figure 10.5.144c/3GPP TS 24.008: Parameters list
Table 10.5.162/3GPP TS 24.008: Traffic flow template information element

	
TFT operation code (octet 3)
Bits
8 7 6

0 0 0 Spare    This code point is not correct
0 0 1 Create new TFT

0 1 0 Delete existing TFT

0 1 1 Add packet filters to existing TFT

1 0 0 Replace packet filters in existing TFT

1 0 1 Delete packet filters from existing TFT 
1 1 0 No TFT operation
1 1 1 Reserved


E bit (octet 3)

The E bit indicates if a parameters list is included in the TFT IE and it is encoded as follows:

0          parameters list is not included

1          parameters list is included
Number of packet filters (octet 3)

The number of packet filters contains the binary coding for the number of packet filters in the packet filter list. The number of packet filters field is encoded in bits 4 through 1 of octet 3 where bit 4 is the most significant and bit 1 is the least significant bit. For the "delete existing TFT" operation and for the “no TFT operation”, the number of packet filters shall be coded as 0. For all other operations, the number of packet filters shall be greater than 0 and less than or equal to 8. 

Packet filter list (octets 4 to z)

The packet filter list contains a variable number of packet filters. For the "delete existing TFT" operation, the packet filter list shall be empty.

For the "delete packet filters from existing TFT" operation, the packet filter list shall contain a variable number of packet filter identifiers. This number shall be derived from the coding of the number of packet filters field in octet 3.

For the "create new TFT", "add packet filters to existing TFT" and "replace packet filters in existing TFT" operations, the packet filter list shall contain a variable number of packet filters. This number shall be derived from the coding of the number of packet filters field in octet 3.

Each packet filter is of variable length and consists of 

-
a packet filter identifier (1 octet); 
-
a packet filter evaluation precedence (1 octet);

- 
the length of the packet filter contents (1 octet); and
-
the packet filter contents itself (v octets).

The packet filter identifier field is used to identify each packet filter in a TFT. Since the maximum number of packet filters in a TFT is 8, only the least significant 3 bits are used. Bits 8 through 4 are spare bits.

The packet filter evaluation precedence field is used to specify the precedence for the packet filter among all packet filters in all TFTs associated with this PDP address. Higher the value of the packet filter evaluation precedence field, lower the precedence of that packet filter is. The first bit in transmission order is the most significant bit.

The length of the packet filter contents field contains the binary coded representation of the length of the packet filter contents field of a packet filter. The first bit in transmission order is the most significant bit.
Parameters list (octets z+1 to v)

The parameters list contains a variable number of parameters that might need to be transferred in addition to the packet filters. If the parameters list is included, the E bit is set to 1; otherwise, the E bit is set to 0. 
Each parameter included in the parameters list is of variable length and consists of 

-
a parameter identifier (1 octet); 
- 
the length of the parameter contents (1 octet); and
-
the parameter contents itself (v octets).
The parameter identifier field is used to identify each parameter included in the parameters list and it contains the hexadecimal coding of the parameter identifier. Bit 8 of the parameter identifier field contains the most significant bit and bit 1 contains the least significant bit. In this version of the protocol, the following parameter identifiers are specified:

-     0001H (Binding Information).
The length of parameter contents field contains the binary coded representation of the length of the parameter contents field. The first bit in transmission order is the most significant bit.
When the parameter identifier indicates Binding Information, the parameter contents field is encoded as a Policy Element, according to RFC 2750 (RSVP Extensions for Policy Control).
If the parameters list contains a parameter identifier that is not supported by the receiving entity the corresponding parameter shall be discarded.

If the parameters list contains more than one instance of the same parameter, then all instances except the first instance shall be ignored.


Table 10.5.162/3GPP TS 24.008 (continued): Traffic flow template information element

	The packet filter contents field is of variable size and contains a variable number (at least one) of packet filter components. Each packet filter component shall be encoded as a sequence of a one octet packet filter component type identifier and a fixed length packet filter component value field. The packet filter component type identifier shall be transmitted first.

In each packet filter, there shall not be more than one occurrence of each packet filter component type. Among the "IPv4 source address type" and "IPv6 source address type" packet filter components, only one shall be present in one packet filter. Among the "single destination port type" and "destination port range type" packet filter components, only one shall be present in one packet filter. Among the "single source port type" and "source port range type" packet filter components, only one shall be present in one packet filter.

Packet filter component type identifier
Bits
8 7 6 5 4 3 2 1 

0 0 0 1 0 0 0 0
IPv4 source address type
0 0 1 0 0 0 0 0
IPv6 source address type

0 0 1 1 0 0 0 0
Protocol identifier/Next header type

0 1 0 0 0 0 0 0
Single destination port type

0 1 0 0 0 0 0 1
Destination port range type

0 1 0 1 0 0 0 0
Single source port type 

0 1 0 1 0 0 0 1
Source port range type

0 1 1 0 0 0 0 0
Security parameter index type

0 1 1 1 0 0 0 0
Type of service/Traffic class type

1 0 0 0 0 0 0 0
Flow label type

All other values are reserved.

For "IPv4 source address type", the packet filter component value field shall be encoded as a sequence of a four octet IPv4 address field and a four octet IPv4 address mask field. The IPv4 address field shall be transmitted first.

For "IPv6 source address type", the packet filter component value field shall be encoded as a sequence of a sixteen octet IPv6 address field and a sixteen octet IPv6 address mask field. The IPv6 address field shall be transmitted first.

For "Protocol identifier/Next header type", the packet filter component value field shall be encoded as one octet which specifies the IPv4 protocol identifier or IPv6 next header.

For "Single destination port type" and "Single source port type", the packet filter component value field shall be encoded as two octet which specifies a port number.

For "Destination port range type" and "Source port range type", the packet filter component value field shall be encoded as a sequence of a two octet port range low limit field and a two octet port range high limit field. The port range low limit field shall be transmitted first.

For "Security parameter index", the packet filter component value field shall be encoded as four octet which specifies the IPSec security parameter index.

For "Type of service/Traffic class type", the packet filter component value field shall be encoded as a sequence of a one octet Type-of-Service/Traffic Class field and a one octet Type-of-Service/Traffic Class mask field. The Type-of-Service/Traffic Class field shall be transmitted first.

For "Flow label type", the packet filter component value field shall be encoded as three octet which specifies the IPv6 flow label. The bits 8 through 5 of the first octet shall be spare whereas the remaining 20 bits shall contain the IPv6 flow label.
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